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Abstract: This paper proposes to update solution#2.9 to resolve the issues on two ENs.
1. Introduction
The Ethernet header compression and decompression have been defined in clause 5.12 of TS 38.323. For the Ethernet PDU Session, the SMF indicates the PDU Session Ethernet type to the NG-RAN via the AMF during the Ethernet PDU Session Establishment procedure as defined in clause 4.3.2 of TS23.502, and the NG-RAN configures and starts the EHC for this Ethernet PDU Session.  The payload of the User Plane shall be an Ethernet frame and the defined EHC (Ethernet Header Compression) can work properly even if the MPQUIC is used for this Ethernet PDU Session type. If the traffic of the User Plane is changed to only IP-based MPQUIC packets without an Ethernet Frame in the lowest stack, the NG-RAN cannot perform properly the EHC for the IP-based MPQUIC traffic and enters unknown status. This solution provides the Ethernet Frame below the MPQUIC and the EHC in the NG-RAN can work. 
If the IP packets are over Ethernet PDU Session, the Ethernet Packet Filter Set can filter and identify the specified IP packets with the IP Packet Filter Set as defined in clause 5.7.6.3 of TS23.501, in such case, the MPQUIC proxy can also be used for the IP packets over the Ethernet, and simultaneous configuration of ROHC and EHC is also defined in the clause 5.12.7 of TS 38.323.
Solution #2.9 can work properly with the EHC and the possible ROHC over EHC, it is proposed to add the TS38.323 as a new reference.
Based on the above description the following EN in the solution is proposed to be deleted with adding the above texts.
Editor's note:	Whether the solution for Ethernet PDU Session type can work on ROHC is FFS.
There are two solutions are proposed for the Ethernet PDU Session type in solution#2.9 and different UP handling are proposed in the UE and UPF, and the SMF needs to provide different handling to the UE and UPF. So it is proposed to delete the following EN with the new clarification on the different UP handling.
Editor's note:	Whether there are additional impacts on UPF/SMF is FFS.
2. Text Proposal
[bookmark: _Toc324232211][bookmark: _Toc326248702][bookmark: _Toc421821979]It is proposed to capture the following changes vs. TR 23.700-54.
[bookmark: _Toc517082226]* * * * First Change * * * *
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* * * * Second Change * * * *
6.2.9	Solution #2.9: MPQUIC Connect-IP/Ethernet over Ethernet PDU Session Type
[bookmark: _Toc164918906]6.2.9.1	Description
This solution addresses KI#2.1.
This solution addresses the potential impact on Ethernet ROHC (Robust Header Compression) for Ethernet PDU Session over NG-RAN when IP tunnelling are used for the Ethernet MA-PDU Session.
Editor's note:	Whether the solution for Ethernet PDU Session type can work on ROHC is FFS.The Ethernet header compression and decompression have been defined in clause 5.12 of TS 38.323 [x]. For the Ethernet PDU Session, the SMF indicates the PDU Session Ethernet type to the NG-RAN via the AMF during the Ethernet PDU Session Establishment procedure as defined in clause 4.3.2 of TS23.502 [4], and the NG-RAN configures and starts the EHC for this Ethernet PDU Session.  The payload of the User Plane shall be an Ethernet frame and the defined EHC (Ethernet Header Compression) can work properly even if the MPQUIC is used for this Ethernet PDU Session type. If the traffic of the User Plane is changed to only IP-based MPQUIC packets without an Ethernet Frame in the lowest stack, the NG-RAN cannot perform properly the EHC for the IP-based MPQUIC traffic and enters unknown status. This solution provides the Ethernet Frame below the MPQUIC and the EHC in the NG-RAN can work. 
If the IP packets are over Ethernet PDU Session, the Ethernet Packet Filter Set can filter and identify the specified IP packets with the IP Packet Filter Set as defined in clause 5.7.6.3 of TS23.501 [3], in such case, the MPQUIC proxy can also be used for the IP packets over the Ethernet, and simultaneous configuration of ROHC and EHC is also defined in the clause 5.12.7 of TS 38.323 [x].
MPQUIC Connect-IP/Ethernet are proposed to be performed over an Ethernet PDU Session Type. The main functions of MPQUIC Connect-IP/Ethernet over Ethernet PDU Session Type are described as follows:
1)	The UL/DL Ethernet frame can be with the IP packet payload as described in Figure 6.2.9.1-1 (b) or raw Ethernet frame without IP packet payload as described in Figure 6.2.9.1-1 (a);
2)	The MPQUIC (with the UDP/IP and Connect-IP/Ethernet over the MPQUIC) in the UE/UPF is inserted in the protocol stack between the lowest Ethernet frame and Ethernet payload as described in Figure 6.2.9.1-1 (c). The MPQUIC packets are sent over the leg(s) of the MA-PDU Session of Ethernet PDU Session Type.
3)	For the UL/DL raw Ethernet frame, the MPQUIC Connect-Ethernet can be used for the raw Ethernet frame in the UE/UPF as described in Figure 6.2.9.1-1 (c). In such case, the lowest Ethernet frame in Figure 6.2.9.1-1 (c) is a generated Ethernet frame to carry the above MPQUIC packet, and the top Ethernet Raw Frame is the original UL/DL Ethernet Raw Frame in Figure 6.2.9.1-1-(a).
4)	For the UL/DL Ethernet frame with the IP packet payload, the MPQUIC Connect-IP/UPD/TCP can be used for the corresponding IP packet as described in solution #2.3 and in Figure 6.2.9.1-1 (c). In such case, the UL/DL lowest Ethernet frame in Figure 6.2.9.1-1 (c) has the same Ethernet header as the UL/DL Ethernet frame in Figure 6.2.9.1-1 (b) and the payload of the Ethernet is above MPQUIC in Figure 6.2.9.1-1 (c). The top IP packet in Figure 6.2.9.1-1 (c) is the same IP packet in Figure 6.2.9.1-1 (b).
5)	For the UL raw Ethernet frame as described in Figure 6.2.9.1-1 (a), the UE MPQUIC Client performs the MPQUIC packing over the generated Ethernet frame as described in 4) and Figure 6.2.9.1-1 (c) and sends the new frame to the UPF MPQUIC Proxy. The UPF MPQUIC Proxy only forwards the received top UL raw Ethernet frame to the N6 DN via the N6 interface.
6)	For the DL raw Ethernet frame as described in Figure 6.2.9.1-1 (a), the UPF MPQUIC Proxy performs the MPQUIC packing over the generated Ethernet frame as described in 4) and Figure 6.2.9.1-1 (c) and sends the new frame to the UE MPQUIC Client. The UE MPQUIC Client only forwards the received top DL raw Ethernet frame to the UE application.
7)	For the UL Ethernet Frame with IP packet payload as described in Figure 6.2.9.1-1 (b), the UE MPQUIC Client performs the MPQUIC packing over the Ethernet frame as described in 4) and Figure 6.2.9.1-1 (c) and sends the new frame to the UPF MPQUIC Proxy. The UPF MPQUIC Proxy will use the received UL lowest Ethernet frame header and the top IP as payload to generate the same Ethernet frame as described in Figure 6.2.9.1-1 (b) and forward the generated same Ethernet frame to the N6 DN via the N6 interface.
8)	For the DL Ethernet Frame with IP packet payload as described in Figure 6.2.9.1-1 (b), the UPF MPQUIC Proxy performs the MPQUIC packing over the Ethernet frame as described in 4) and Figure 6.2.9.1-1 (c) and sends the new frame to the UE MPQUIC Client. The UE MPQUIC Client will use the received DL lowest Ethernet frame header and the top IP as payload to generate the same Ethernet frame as described in Figure 6.2.9.1-1 (b) and forward the generated same Ethernet frame to the UE application.
9)	Two UE link-local IP addresses are allocated by the UPF MPQUIC proxy functionality during the MA-PDU Session Establishment procedure and are only used for MPQUIC two-leg/path connections between UE and UPF MPQUIC proxy and cannot be used as application IP addresses as per R18.
10)	Two UPF link-local IP addresses are allocated by the UPF MPQUIC proxy functionality during the MA-PDU Session Establishment procedure and are only used for MPQUIC two-leg/path connections between UE and UPF MPQUIC proxy and cannot be used as application IP addresses. These two UPF link-local IP addresses can only be accessible for the two UE link-local IP addresses via the N3/N9 interface as per R18.
NOTE 1:	An Ethernet frame with the IP packet payload can be treated as a raw Ethernet frame with connect-ethernet, e.g. if MPQUIC Connect-IP is not supported.
11)	There is an Ethernet Frame in the lowest stack of the UP between the UE and UPF, the EHC and the ROHC for IP over EHC in the NG-RAN can work properly as defined in clause 5.12 of TS38.323.


Figure 6.2.9.1-1: MPQUIC Connect-IP/Ethernet over Ethernet PDU Session Type
[bookmark: _Toc164918907]6.2.9.2	Procedures
[bookmark: _Toc164918908]6.2.9.2.1	MA PDU Session Establishment with Ethernet PDU Session Type


Figure 6.2.9.2-1: PDU Session Establishment
1.	The UE sends a PDU Session Establishment Request message with the PDU session type as Ethernet and includes the ATSSS capabilities as for Rel-18. In addition, if the UE supports any MPQUIC proxy protocols in the case of Ethernet PDU Session type, the UE includes the supported MPQUIC proxy protocols (connect-ip and/or connect-ethernet) as part of the SM NAS message.
2.	The AMF selects an SMF and sends a Nsmf_PDUSession_Create Request message with the PDU Session Establishment Request message.
3.	The SMF interacts with UDM as per existing specifications.
4.	The SMF replies to AMF with an Nsmf_PDUSession_Create Response, as per existing specifications.
5.	The SMF is configured, as part of the DNN configuration, what proxy protocols are supported? For example, a specific DNN may support connect-ethernet but not connect-ip.
NOTE:	The DNN configuration on the SMF may e.g. indicate that connect-ethernet is supported, or that connect-ip is supported, depending on the use case and operator configuration.
	The SMF selects a UPF that supports the proxy protocols required, if possible. The SMF may discover the UPF capabilities via NRF or the N4 Association Establishment.
6.	The SMF sends an N4 Session Establishment Request message to the UPF and includes the required ATSSS features that should be activated in the UPF (e.g. ATSSS_LL). In addition, the SMF also includes the required MPQUIC proxy protocols (connect-ip and/or connect-ethernet).
	If the message from SMF instructs the UPF to activate MPQUIC functionality, the UPF allocates MPQUIC proxy information (IP address and port of the MPQUIC proxy in UPF), as specified for Rel-18.
	If the message from the SMF instructs the UPF to activate MPQUIC functionality, the UPF also allocates the UE "MPQUIC link-specific multipath" addresses/prefixes and provides these to SMF, as for Rel-18. The UPF only allocates a single set of UE "MPQUIC link-specific multipath" addresses/prefixes for MPQUIC, independent of the proxy protocols used.
	The UPF replies with an N4 Session Establishment Response message and provides the UE "MPQUIC link-specific multipath" addresses/prefixes and MPQUIC proxy information to the SMF.
7.	The SMF triggers SM Policy Association Establishment and indicates with the MA PDU Session capabilities what traffic types are supported for MPQUIC. This allows the PCF to create PCC rules with MPQUIC support for raw Ethernet without IP packet payload and/or Ethernet with IP packet payload.
8-9.	The SMF sends the PDU Session Establishment Accept to the UE and includes the MPQUIC proxy information (i.e. the IP address, and a port number), the SMF also indicates the type of the MPQUIC proxy/proxies supported for the MA PDU Session. The SMF also provides the UE "MPQUIC link-specific multipath" addresses/prefixes.
10.	The MA PDU Session Establishment is completed, as described in TS 23.502 [4].
After the PDU Session establishment, in case MPQUIC steering functionality is to be used for a specific traffic flow according to the ATSSS rules, the UE selects a proxy protocol based on the application type (e.g. raw Ethernet frame without IP packet payload, Ethernet frame with IP packet payload) and the supported proxy methods. In case multiple proxy methods are supported for a specific traffic flow (e.g. for an Ethernet with IP payload, if connect-ethernet and connect-ip are supported for the MA PDU Session) the UE selection of proxy method is UE implementation specific.
[bookmark: _Toc164918909]6.2.9.3	Impacts on services, entities and interfaces 
UE:
-	Support for MPQUIC proxy protocols for the Ethernet frames with or without IP packet payload for Ethernet PDU Session type.
-	SM NAS enhancements to negotiate the support for MPQUIC proxy protocols (enhanced 5GSM capability, enhanced ATSSS container) for Ethernet PDU Session type.
-	IKEv2 enhancements to negotiate the support MPQUIC proxy protocols (enhanced 5GSM capability, enhanced ATSSS container) for Ethernet PDU Session type.
SMF:
-	SM NAS and PCO enhancements to negotiate the support for MPQUIC proxy protocols (enhanced 5GSM capability, enhanced ATSSS container) for Ethernet PDU Session type.
-	N4 enhancements to instruct UPF to use MPQUIC proxy protocols for the Ethernet frames with or without IP packet payload for Ethernet PDU Session type.
UPF:
-	Support for MPQUIC proxy protocols for the Ethernet frames with or without IP packet payload over Ethernet PDU Session type.
-	N4 enhancements to activate the use of MPQUIC proxy protocols over Ethernet PDU Session type.
PCF:
-	Take into account MA PDU Session capabilities to support MPQUIC connect-Ethernet/IP for the Ethernet traffic flows.
Editor's note:	Whether there are additional impacts on UPF/SMF is FFS.
* * * * End of change* * * *
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